If you are contacted by someone claiming to be from a financial institution, business or government agency:

- NEVER provide bank information.
- NEVER provide sensitive personal identification information.
- NEVER give payment over the phone.

Secure and Monitor Your Financial Accounts:
- Enable multiple methods of authentication to log in.
- Check each account regularly for unidentified charges.

“Scammers often pretend they are someone you know or claim to represent a trusted institution. They may tell you that someone in your family is in trouble or you owe money. In most cases, they will pressure you to act immediately. Don’t be a victim. Report the scam to the proper authorities.”

Sheriff Gregory Tony
serviceequalsreward

Sheriff’s Office
Broward County

Beware of Financial Scams Targeting Seniors

If you are the victim of an in-person scam:
- Dial BSO’s non-emergency number at (954) 764-HELP (4357).
- Contact the Federal Trade Commission at ReportFraud.ftc.gov.